**ПОЛИТИКА КОНФИДЕНЦИАЛЬНОСТИ В ОТНОШЕНИИ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**

## 1. Общие положения

* 1. В настоящем документе, в дальнейшем именуемом «Политика», определяется политика Администрации сайта XV Российской конференции по физике полупроводников (далее - «Оператор») в отношении обработки персональных данных и содержит, помимо прочего, сведения о реализуемых Оператором требованиях к защите персональных данных.
	2. Политика разработана на основании Пользовательского соглашения по использованию Личного кабинета на Сайте XV Российской конференции по физике полупроводников (далее – Сайт) с целью обеспечения информационного обслуживания физических лиц, изъявивших желание принять участие в XV Российской конференции по физике полупроводников (далее – Конференция). Информационное обслуживание пользователей включает обработку поступающих запросов Пользователя, связь с Пользователем, рассылку информационных материалов, проведение статистических исследований.
	3. Политика разработана в рамках исполнения Оператором обязанностей предусмотренных частью 2 статьи 18.1 Федерального закона от 27.07.2006 №152-ФЗ "О персональных данных" (далее – «Федеральный закон») по опубликованию в информационно-телекоммуникационной сети документа, определяющего политику Оператора в отношении обработки персональных данных, и сведений о реализуемых требованиях к защите персональных данных, а также по обеспечению возможности доступа к указанному документу с использованием средств соответствующей информационно-телекоммуникационной сети.

1.4. В настоящей Политике используются термины и определения, предусмотренные Пользовательским соглашением, если иное не предусмотрено настоящей Политикой или не вытекает из ее существа. В иных случаях толкование применяемого в Политике термина производится в соответствии с действующим законодательством Российской Федерации, или обычаями делового оборота.

1.5. Оператор обрабатывает персональные данные пользователей с учетом следующих принципов:

* обработка персональных данных осуществляется Оператором на законной и справедливой основе;
* обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Оператором не допускается обработка персональных данных, несовместимая с целями сбора персональных данных;
* не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой;
* обработке Оператором подлежат только персональные данные, которые отвечают целям их обработки;
* содержание и объем обрабатываемых Оператором персональных данных соответствуют заявленным целям обработки. Обрабатываемые персональные данные не являются избыточными по отношению к заявленным целям их обработки;
* при обработке персональных данных должны быть обеспечены точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных. Оператор принимает необходимые меры по удалению или уточнению неполных или неточных данных;
* хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

1.6. Настоящая Политика доступна любому пользователю сети Интернет при переходе по ссылке  https://semicond2022.ru/storage/pd-privacy-policy1\_b0009298.docx

1.7. Настоящая Политика может быть изменена или прекращена Оператором в одностороннем порядке без предварительного уведомления Пользователя. Новая редакция Политики вступает в силу с момента ее размещения на Сайте, если иное не предусмотрено новой редакцией Политики.

## 2. Объем и категории обрабатываемых персональных данных, порядок и условия обработки персональных данных

2.1. Персональные данные, разрешённые к обработке в рамках настоящей Политики конфиденциальности, предоставляются Пользователем путём заполнения регистрационной формы на Сайте при создании Личного кабинета или передаче посредством электронной почты и включают в себя следующую информацию:

* ФИО Пользователя;
* Место работы Пользователя;
* Должность
* Ученая степень/звание (при наличии) Пользователя
* Дата рождения Пользователя;
* Пол Пользователя
* Адрес электронной почты (e-mail);
* Контактный телефон Пользователя.

2.2. Обработка персональных данных Пользователя осуществляется без ограничения срока, любым законным способом

2.3. Персональные данные Пользователя могут быть переданы уполномоченным органам государственной власти Российской Федерации только по основаниям и в порядке, установленным законодательством Российской Федерации.

2.4. Персональные данные Пользователя не распространяются, а также не предоставляются третьим лицам без согласия субъекта персональных данных, за исключением случаев, предусмотренных п. 2.3. настоящей Политики конфиденциальности, и используются Оператором исключительно для исполнения Пользовательского соглашения, заключаемого с субъектом персональных данных.

2.5. Оператор принимает необходимые организационные и технические меры для защиты персональной информации Пользователя от неправомерного или случайного доступа, уничтожения, изменения, блокирования, копирования, распространения, а также от иных неправомерных действий третьих лиц.

2.6. При утрате или разглашении персональных данных Администрация сайта информирует Пользователя об утрате или разглашении персональных данных.

2.7. Оператор совместно с Пользователем принимает все необходимые меры по предотвращению отрицательных последствий, вызванных утратой или разглашением персональных данных Пользователя.

**3. Права субъекта персональных данных  на доступ к его персональным данным**

3.1. Субъект персональных данных имеет право на получение следующих сведений:

* подтверждение факта обработки персональных данных Оператором;
* правовые основания и цели обработки персональных данных;
* цели и применяемые Оператором способы обработки персональных данных;
* наименование и место нахождения Оператора, сведения о лицах (за исключением работников Оператора), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании соглашения с Оператором или на основании федерального закона;
* сроки обработки персональных данных, в том числе сроки их хранения;
* наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Оператора, если обработка поручена или будет поручена такому лицу;
* иные сведения, предусмотренные законодательством Российской Федерации.

3.2. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в случаях, предусмотренных законодательством Российской Федерации.

**4.  Реализуемые оператором требования к защите персональных данных**

4.1. Оператор при обработке персональных данных принимает все необходимые правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

4.2. Обеспечение безопасности персональных данных достигается, в частности:

1) определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;

2) применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;

3) применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;

4) оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

5) учетом машинных носителей персональных данных;

6) обнаружением фактов несанкционированного доступа к персональным данным и принятием мер;

7) восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

8) установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;

9) контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.